
IOWA NETWORK SERVICES. INC. 

I5151 830~0110 
FAX I5151 830~0123 

4201 CORPORATE DRIVE 
WEST DES MOlNES 

IOWA 50268~5906 

February 3,2006 

Ms. Marlene H. Dortch 
Office of the Secretary 
Federal Communications Commission 
445 12th Street, S.W. 
Washington, DC 20554 

Re: Certification of CPNI Filing (February 6,2006) 
EB-06-TC-060 and EB Docket No. 06-36 

Dear Ms. Dortch: 

In compliance with the FCC's Public Notice, DA 06-223 (released on January 30,2006), Iowa 
Network Services, Inc. hereby files its report providing its annual CPNI officer certification and 
accompanying statement explaining how its operating procedures ensure compliance with the 
FCC's CPNI rules. 

Should you have any questions or need additional information, please contact the undersigned. 

Sincerely, 

Aaron Beckerman 
Manager - Rates and Tariffs 

cc: Mr. Byron McCoy (FCC) 
Best Copy and Printing, Inc. 



di K. 

2006 CERTIFICATE OF COMPLIANCE 
WITH CPNI REGULATIONS I FCC - MAILROOM 

dz, an officer of Iowa P work Services, Inc. (hereinafter “the 

Company”), do hereby certify based upon my personal knowledge that the Company has 

established operating procedures that are adequate to ensure compliance with the rules in 

47 C.F.R. 44 64.2001-64.2009. The statement (Exhibit A) accompanying this certificate 

explains how the Company’s operating procedures ensure that it is in compliance with 

those rules. 

Officer’s signatur 



EXHIBIT A 

Operatine Procedures For Comnliaoce with CPNI Reeulatioos 

Iowa Network Services, Inc. (INS) and its affiliates have the following in place. 

1. Procedures/systems requiring customer verification prior to disclosure of CPNI. 
The verification process is to insure the person requesting access to CPNI is the 
customer. 

2. Limited password access to CPNI data by Company personnel to ensure only 
trained and authorized individuals have the ability to see this data. 

3. Training procedures regarding the use of CPNI data. 
4. Disciplinary procedures regarding inappropriate use of CPNI data. 
5 .  Company policy is not to use CPNI data in sales and marketing campaigns. 
6. Company policy is non-disclosure of any CPNI data outside of the company, 

except when required by a lawful subpoena, for purposes of billing and collection, 
and when necessary to protect the rights or property of the company or its 
customers. 

Iowa Network Services, Inc. 


